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1. FAQ and Trouble shooting

1.1 Spec of Network folder function

· Support OS: Windows 2000. Windows XP. Windows Vista. Windows 7.

· Wireless connection: IEEE 802.11b/g.

· Wireless security: WEP. WPA PSK TKIP. WPA PSK AES. WPA2 AES

· File transfer speed: About 2.5Mbit/sec (Windows XP. WPA2 AES) Note: the speed is very dependent on the computer environment.

· Battery life during file transfer: Network folder consumes large electric power. It only can keep network folder 4 hours by using fully charged battery.

1.2 Error message of PLEXTALK Linio Pocket/Pocket

	Error message
	Meaning

	Failed to connect Access point.
	PLEXTALK tried to connect access point, but it failed.

	Failed to connect SSID “X”
	PLEXTALK tired to connect access point that name is “X” (X is a name of access point.) but failed.

	No access point available
	PLEXTALK scanned access point. But there is no access point around PLEXTALK.

	Available access points are not yet configured in network settings.
	PLEXTALK scanned access point and found it. But the SSID name is different from the one in the settings that PLEXTALK has.

	Wireless connection to access point is disappeared.
	Wireless connection to access point is disconnected suddenly during Net folder function.

	
	


1.3 FAQ and Trouble shooting

	Trouble / Question
	Solution / Answer

	I want to know the IP address of PLEXTALK
	Please push 5 key after you started Network folder.

	It failed to find access point.
	When “No access point available”, or “Available access point are not yet configured in network settings” error have happen, please confirm SSID names in PLEXTALK wireless setting.

	It failed to find access point.

I am using access point that support IEEE802.11a
	PLEXTALK only support IEEE802.11b/g.

If your access point cannot use IEEE802.11a and IEEE80211b/g in same time, Please select IEEE802.11b/g.



	It failed to connect access point.

I am using non broadcasted SSID.
	Non broadcasted SSID require a long time to establish a connection between PLEXTALK.

Please allow the PLEXTALK up to 5 minutes to see if it finally succeeds or not.

If possible, please try to configure your access point setting to enable broadcasting the SSID name.

When it succeeds in connecting after broadcast setting, that means your network configuration is fine, but non-broadcast setting is problem.

If it failed even with broadcasted SSID, please confirm wireless security setting.



	It failed to connect access point.

I am using DHCP.
	Even if PLEXTALK could establish the wireless connection between access point, but when it failed to retrieve IP address, connection failed message will show up.

In this case, please try fixed IP address.

If it succeeds in connecting, DHCP server is problem. Please confirm your DHCP server setting.

If it still fails to connect, please confirm wireless security setting.

	It failed to connect access point.

I am using MAC address filtering.
	When MAC address filtering is enabled in access point security setting, it refuses a connection of un-configured network device.

You need to configure your access point to add PLEXTALK MAC address.

You can confirm MAC address of PLEXTALK by network setting in the system property menu.

	PLEXTALK always tries connection to not available SSID.

I have configured Stealth SSID settings also.
	When you have configured a network setting with Stealth SSID enabled. PLEXTALK tries connection to stealth (= non broadcasted SSID) always.

Please set Stealth SSID access point to low priority in the list of wireless settings.

You can skip the network connection to next one by pushing cancel key.



	I want to cancel network connection.

I want to skip currently trying connection to next one.


	When you start the network folder function, PLEXTALK tires to establish network connection to available access point.

To cancel currently trying connection, please push cancel key.

It skips to next available network connection.

If there is no available connection, PLEXTALK will cancel and finish the network folder function.

	I cannot logon the PLEXTALK even if it succeeds in connecting.

I am using default device name.
	Please confirm Device name you are trying to logon.

PLEXTALK default device name is PLEXTALK and 4 digits serial number. PLEXTALK and serial number is combined with – (Hyphen)

Some screen readers do not read out the hyphen symbol.



	I cannot logon the PLEXTALK even by using correct device name.
	Please confirm network connection between PLEXTALK.

Open CMD.exe and try ping command.

Please try ping with device name and IP address for both of then.

You can confirm IP address of PLEXTALK by pushing 5 key.

If ping command fails, please cancel the Network Folder function and try the connection again.

	I cannot logon the PLEXTALK even by using correct device name.

I am using WEP security with Fixed IP address.
	When you are using WEP security with fixed IP address setting, PLEXTALK will succeed in connecting to the access point even it has a wrong password.

Please confirm WEP password again.

	I cannot logon the PLEXTALK even by using correct device name.

I have changed Network folder setting.
	After changing Network folder name, user ID, password, you need to log off and log on the PC to refresh the network folder service. Of PC.



	I cannot logon the PLEXTALK even by using correct device name.

I am typing a device name only to open up the PLEXTALK.
	To log on to PLEXTALK, please type device name and folder name of SD memory.

For example, \\PTP1-1234\SDmemory 



	Does PLEXTALK support WPS (WIFI Protected Setup?)
	WPS is not supported. You need to configure the network setting by yourself.

	It failed to connect to the access point. / I cannot logon.
	Please try and restart the access point and PTI1.

	File transfer error message shows up during file transfer to PLEXTALK.

Network connection is disconnected during file transfer.


	If the network connection is disconnected during file transfer, Windows OS will show an error message.

When it happens during file transfer, there is a possibility to break the file entry of SD card.

Please confirm the error of SD card by using Check disk function.

If you do not have to keep files on the SD card, Formatting the SD card is easier.

	SD card remaining size is too small.
	If the file entry of the SD card is broken, it causes a reduction in the remaining size of the SD card. It is due to the broken file entry occupying available memory.

If you notice the SD card remaining size is too small, please confirm the error of the SD card by using Check Disk function.



	How can I check the error of SD card?
	Windows PC has Check Disk function. It can confirm and recover the error of SD card.

Please refer the section of “Check disk function” in this manual.

	A file that has been removed still be shown in the Network folder.
	If attribute of the file is Read Only, it cannot be deleted. Please confirm the property of the file, and remove the check of Read Only attribute.

	
	


1.4 Check disk function

Windows PC has a Check Disk function to confirm and fix the file entry error of the SD card.

You can start Check Disk function by using My Computer property or CMD.exe

By My Computer property:

· Connect your SD card to your PC. Please use SD memory slot or USB to connect SD card to PC. You cannot use Check Disk via Network folder connection.

· Open My computer and select the Removable disk of SD card.

· Open the property of Removable disk by “File” menu, “property” option. Property dialog will show up.

· Select “Tool” tab. There is an error check button to start Check Disk function.

· Push check button to open the disk check dialog.

· There are two check boxes on the disk check dialog. Select both boxes and push the start button. Disk Check started and result will display from Windows OS.

By CMD.exe:

· Connect your SD card to your PC. Please use SD memory slot or USB to connect SD card to PC. You cannot use check disk via Network folder connection.

· Push the Start menu of your desktop. Choose Run.

· In the Open box, type “cmd”, and then choose OK. The CMD.exe is launched and dialog box of CMD.exe appears.

· Type “chkdsk [driver letter]: /F” command. [drive letter]: is a drive name of SD memory and a colon mark. You can confirm drive letter by My Computer. It is an alphabet character.

· After typing the command, press the enter key to start check disk function.

· If error is detected, CMD will ask you to confirm if you want fix the error. You need to input “y” or “n” to confirm the behavior. When you select “y”, error is corrected.

2. Detail of LAN manager authentication level

2.1 What is LAN manager authentication level

If you use Windows 7 or Vista, you need to setup the LAN security setting of Windows OS.

If you use Windows XP or 2000, you do not have to change this setting.

To access the PLEXTALK Network folder function, you need to set windows OS to accept NTLM response.

Because Windows Vista and Windows 7 default settings refuse NTLM response, you need to configure the security setting to connect PLEXTALK file server function.

This configuration changes the network security policy of your windows OS. Please be sure to check if the new policy is acceptable for your network environment or not.

About the detail of this configuration, please visit following site. (Microsoft Support page)

http://support.microsoft.com/kb/823659
(Section 10 Network security: LAN Manager authentication level)

2.2 Default authentication level of windows OS

There are 6 authentication levels in the windows.

	Level name
	Detail
	Default OS

	Send LM & NTLM responses
	Clients use LM and NTLM authentication and never use NTLMv2 session security; domain controllers accept LM, NTLM, and NTLMv2 authentication.
	

	Send LM & NTLM - use NTLMv2 session security if negotiated
	Clients use LM and NTLM authentication and use NTLMv2 session security if the server supports it; domain controllers accept LM, NTLM, and NTLMv2 authentication.
	Windows 2000

Windows XP

	Send NTLM response only
	Clients use NTLM authentication only and use NTLMv2 session security if the server supports it; domain controllers accept LM, NTLM, and NTLMv2 authentication.
	Windows Server 2003

	Send NTLMv2 response only
	Clients use NTLMv2 authentication only and use NTLMv2 session security if the server supports it; domain controllers accept LM, NTLM, and NTLMv2 authentication.
	Windows Vista

Windows 7

	Send NTLMv2 response only /refuse LM
	Clients use NTLMv2 authentication only and use NTLMv2 session security if the server supports it; domain controllers refuse LM (accept only NTLM and NTLMv2 authentication).
	

	Send NTLMv2 response only /refuse LM & NTLM
	Clients use NTLMv2 authentication only and use NTLMv2 session security if the server supports it; domain controllers refuse LM and NTLM (accept only NTLMv2 authentication).
	


For Windows Vista and Windows 7, “Send NTLM response only” or lower level is required to connect PLEXTALK Network folder function.

